**1. Milyen címet adna a ma érintőleg említett szakdolgozati témájának?**

A WordPress tartalomkezelő-rendszer bővítménykezelő részének biztonsági kihívásai és megoldási javaslatai egy sebezhetőség nyilvántartó rendszeren keresztül.<--kicsit még óvatos az ajánlat (fejlesztés mibenléte = megoldási javaslatok <> saját megoldás fejlesztése)

**2. Mi lenne az alcím?**

Hogyan készítsünk és használjunk a jelen kor normáinak megfelelő biztonságos bővítményt? (feltételezve, hogy a készítsünk = a szerző által fejlesszünk, ez a cím már jó:-)

A aktuálisan már/még biztonságos bővítmény fejlesztése Word Press tartalomkezelő rendszer esetén?!

**3. Hogyan nézzen ki a cím angolul?**

Security challenges and proposed solutions for the plugin management part of the WordPress content management system through a vulnerability inventory system.

**4. Mi legyen az alcím fordítása angolra?**

How to make and use a safe extension that meets today's standards?

**5. Miként írná le kb. 1000 karakterben a dolgozat lényegét (vö. kivonat) = célok, célcsoportok, hasznosság, feladatok, motiváció**

**Célok:** A szakdolgozat célja, hogy megfelelő biztonsági ismereteket adjon online szakértői rendszer? és/vagy önálló/saját bővítmény-fejlesztési esettanulmány formájában? át azoknak, akik napi szinten használják a WordPress tartalomkezelő-rendszert. Hasznos ismereteket szerezhetnek nem csak a weboldalak kezelői, fejlesztői, hanem akár a látogatói is.

**Feladatok:** A feladat egy WordPress bővítmény fejlesztése, ami tájékoztatást ad napi szinten az aktuális biztonsági sebezhetőségekről és elhárítási módjaikról milyen inputok alapján?

**Motivációk:** Napjainkban közel 2 milliárd(!) regisztrált weboldal van szerte az interneten, amik közül a becslések szerint kevesebb, mint 200 millió aktív. Ezen oldalakat működtető rendszerek 43 %-a WordPress alapú, ezért elérte a „kritikus tömeget”, ami miatt a kiberbűnözők egyik fontos célpontja lett. Napi szinten kerülnek felszínre újabb és újabb biztonsági problémák, melyek döntő részét a WordPress-hez fejlesztett témák, illetve bővítmények produkálják. Személyes kötődés esetleg?

**Célcsoportok:** Legfőképpen a weboldalak fejlesztői, karbantartói, illetve a bővítmények fejlesztőinek szól a nyilvántartó rendszer. Rajtuk kívül hasznos információkat kaphatnak a weboldalak látogatói is.

**Hasznosság:** A nyilvántartó rendszerrel minimálisra tudjuk szűkíteni azon időszakot, amikor esetleg sebezhető a weboldal. A rendszer megoldási javaslatot tesz a felmerült problémák orvoslására. Információs többletérték-becslés? (mennyi költséggel mi hozható létre, ami már megérheti a célcsoportok számára?)

**6. Hogyan néz ki angolul (abstract) a magyar kivonat?**

Today, there are nearly 2 billion(!) registered websites across the internet, of which it is estimated that less than 200 million are active. 43% of the systems running these sites are WordPress-based and have therefore reached "critical mass", making them an important target for cybercriminals. More and more security problems are being discovered every day, the majority of which are caused by themes and plug-ins developed for WordPress.

The aim of this thesis is to provide adequate security knowledge to those who use the WordPress content management system on a daily basis. Useful knowledge can be gained not only by website administrators and developers, but also by visitors.

Megjegyzés:

Az angol fordításhoz a deepl.com oldal segítéségét vettem igénybe.<--helyes, ha utána még sikerül finomhangolni emberi tudással és/vagy más trükkökkel: pl. körbe fordításokkal, pl. Google-Translate összevetéssel…