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Objects (Remote workers)
The objects (remote workers) are identified by the row headers in the table. There are 16 fictional remote workers listed in my dataset. Remote workers are individuals who work outside of a traditional office setting. Instead of commuting to a physical office, they perform their job duties from remote locations, such as their homes, co-working spaces, or other remote locations. They use technology, such as computers, internet connections, and communication tools, to do their tasks and collaborate with colleagues. 
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· Real-Life Application for Users/Customers
In real life, users or customers might want to analyse the performance and security risks of their remote workers. By evaluating different aspects of remote workers, they can identify potential risks, improve productivity, and implement effective security measures.
· Minimum and Maximum Number of Remote Workers
Minimum Number of Remote Workers: The minimum can be as few as one remote worker. This might be the case for small businesses or individual projects with only one person working remotely.
· Maximum Number of Remote Workers
There is no fixed upper limit to the number of remote workers. Large companies can have thousands and a greater number of remote workers in different locations. The maximum number depends on the size of the organization and how well they can manage a remote workforce.
· Why Define a Range?
Defining a range for the number of remote workers helps in planning and managing operations. It allows for solutions that fit both small teams and large remote workforces, making sure each organization's specific needs and challenges are met effectively.
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We are going to analyse 12 attributes based on their definition, unit, type and direction.
 What Users Can Do:
· Risk Assessment: Analyze risk levels of remote workers based on different factors.
· Data-Based Decisions: Identify employees needing extra security training or monitoring.
· Mitigation Strategies: Take appropriate actions to improve security based on risk scores.
· Performance Monitoring: Track and compare employees' internet and security metrics.
· Correlation Analysis: Understand how different factors influence risk and performance.
 Number of Attributes:
·  Minimum: The program requires at least 12 attributes, but assessment can start with one.
· Maximum: The default is 12 for balanced insights, but more can be added if needed.
Attribute Rules:
·  Each attribute must have a clear definition for accurate risk assessment.
· Attributes should be numeric for proper calculations.
· Risk directions must follow a set format (0 = lower is better, 1 = higher is better).
· Users define risk directions when inputting worker data.
Help & Guidance:
·  A built-in help section explains how to set risk directions.
· The program prompts users to enter valid values and provides immediate feedback.
· A help guide summarizes the program’s purpose, attributes, and risk score calculations.
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· Definition: Amount of data transferred over the network by the remote worker.
· Unit: Amount of internet traffic in GB (Gigabytes),
· Type: Numeric
· Direction: MORE=0: The more is the traffic, the more is the risk
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· Definition: The rate at which data packets are lost or corrupted during transmission.
· Unit: Error rate in % (Percentage).
· Type: Numeric
· Direction: MORE=0:  The higher the error rate, the more is the risk.
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· Definition: Number of security-related events or incidents recorded.
· Unit: Number of security logs (Count).
· Type: Numeric
· Direction: MORE=0: The more security logs, the higher is the risk.
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· Definition: Number of authentication attempts or events recorded.
· Unit: Number of authentication logs (Count).
· Type: Numeric
· Direction: MORE=0: The more authentication logs, the higher is the risk.
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· Definition: Length of cryptographic key used for data encryption.
· Unit: Key length in (Bits).
· Type: Numeric
· Direction: LESS=1: The shorter the key length, the higher is the risk
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· Definition: Time taken to respond to requests or events.
· Unit: Response time in (Seconds).
· Type: Numeric
· Direction: MORE=0:  The longer response time, the higher is the risk.
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· Definition: Number of malware infections detected.
· Unit: Number of malware infections (Count).
· Type: Numeric
· Direction: MORE=0:  The more malware infections, the higher is the risk
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· Definition: Average time taken to respond to incidents or alerts.
· Unit: Average time to respond in (Minutes).
· Type: Numeric
· Direction: MORE=0: The longer time to respond, the higher is the risk
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· Definition: Number of unauthorized access attempts or breaches.
· Unit: Number of unauthorized access events (Count).
· Type: Numeric
· Direction: MORE=0: The more unauthorized access events, the higher is the risk
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· Definition: Percentage of time the system is available and operational.
· Unit: System availability in % (Percentage).
· Type: Numeric
· Direction: LESS=1: The lower system availability, the higher is the risk.
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· Definition: Number of attempts to gain unauthorized access or compromise the system.
· Unit: Number of intrusion attempts (Count).
· Type: Numeric
· Direction: MORE=0: The more intrusion attempts, the higher is the risk.
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· Definition: Total time the system is non-operational or unavailable.
· Unit: System downtime in Hours.
· Type: Numeric
· Direction: MORE=0: The longer system downtime, the higher is the risk.

